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Anotacia

Ugelom tohto dokumentu je poskytnut priklady opatreni bezpeénosti aplikacii v organizécii, aby mohli po-
¢as svojho zivotného cyklu obstaravat, vyvijat, zadavat a spravovat zabezpecenie svojich Specifickych
aplikacii.

Narodny predhovor

Normativne referenéné dokumenty

V tomto dokumente nie su uvedené ziadne normativne referenéné dokumenty.
Vypracovanie normy

Spracovatel: Urad pre normalizéciu, metrolégiu a ski$obnictvo SR, Bratislava

Technicka komisia: TK 37 Informacné technoldgie
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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the development of International Standards through technical
committees established by the respective organization to deal with particular fields of technical
activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other international
organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part in the
work. In the field of information technology, ISO and IEC have established a joint technical committee,
ISO/IEC]TC 1.

The procedures used to develop this document and those intended for its further maintenance are
described in the ISO/IEC Directives, Part 1. In particular the different approval criteria needed for
the different types of document should be noted. This document was drafted in accordance with the
editorial rules of the ISO/IEC Directives, Part 2 (see www.iso.org/directives).

Attention is drawn to the possibility that some of the elements of this document may be the subject
of patent rights. ISO and IEC shall not be held responsible for identifying any or all such patent
rights. Details of any patent rights identified during the development of the document will be in the
Introduction and/or on the ISO list of patent declarations received (see www.iso.org/patents).

Any trade name used in this document is information given for the convenience of users and does not
constitute an endorsement.

For an explanation on the meaning of ISO specific terms and expressions related to conformity assessment,
as well as information about ISO’s adherence to the World Trade Organization (WTO) principles in the
Technical Barriers to Trade (TBT) see the following URL: www.iso.org/iso/foreword.html.

The committee responsible for this document is ISO/IEC JTC 1, Information technology, SC 27,
IT Security techniques.

Alist of all parts in the ISO/IEC 27034 series can be found on the ISO website.
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Introduction

0.1 General

There is an increasing need for organizations to focus on protecting their information at the application
level. A systematic approach towards increasing the level of application security provides an
organization with evidence that information being used or stored by its applications is being adequately
protected.

ISO/IEC 27034 (all parts) provides concepts, principles, frameworks, components and processes to
assist organizations in integrating security seamlessly throughout the life cycle of their applications.

The application security control (ASC) is one of the key components of this document.

To facilitate the implementation of ISO/IEC 27034 (all parts) application security framework and the
communication and exchange of ASCs, a formal structure should be defined for representing ASCs and
certain other components of the framework.

0.2 Purpose

The purpose of this document is to provide examples of security guidance for organizations to acquire,
develop, outsource and manage security for their specific applications through their life cycle.

0.3 Targeted Audiences

0.3.1 General

The following audiences will find values and benefits when carrying their designated organizational roles:
a) domain experts.

0.3.2 Domain experts

Domain experts contributing knowledge in application provisioning, operating or auditing, who need to
a) participate in ASC development, validation and verification,

b) participate in ASC implementation and maintenance, by proposing strategies, components and
implementation processes for adapting ASCs to the organization’s context, and

c) validate that ASCs are useable and useful in application projects.

© ISO/IEC 2016 - All rights reserved v
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Information technology — Security techniques —
Application security —

Part 6:
Case studies

1 Scope
This document provides usage examples of ASCs for specific applications.

NOTE Herein specified ASCs are provided for explanation purposes only and the audience is encouraged to
create their own ASCs to assure the application security.

2 Normative references

There are no normative references cited in this document.

koniecnahladu - textdalejpokracujevplatenejverzii STN

© ISO/IEC 2016 - All rights reserved 1



	ISO_IEC_27034-6_2016(E)-Character_PDF_document.pdf
	Foreword
	Introduction
	1 Scope
	2 Normative references
	3 Terms and definitions
	4 Abbreviated terms
	5 Security guidance for specific applications
	5.1 General
	5.2 ASC example: Java code revision for mobile applications
	5.2.1 General
	5.2.2 Purpose
	5.2.3 Context
	5.2.4 ORGANIsation Information classification guidelines
	5.2.5 Levels of trust included in the ORGANIsation ASC Library
	5.2.6 Outcome
	5.2.7 ORGANIsation stakeholders involved in these ASCs
	5.2.8 Descriptions of sample ASCs
	5.3 Case study: Developing ASCs to address the issue of privacy for two countries
	5.3.1 General
	5.3.2 Purpose
	5.3.3 Context
	5.4 Case study: Integration of third-party ASCs
	5.4.1 General
	5.4.2 Purpose
	5.4.3 Context
	5.5 Case study: Using the ASLCRM to facilitate implementation of ASCs by different development groups inside an organization
	5.5.1 General
	5.5.2 Purpose
	5.5.3 Context
	5.6 Case study: Implementation of third-party ASCs in a secure development life cycle process
	5.6.1 General
	5.6.2 Purpose
	5.6.3 Context
	5.6.4 Preparation phase (1.00)
	5.6.5 Requirements phase (2.00)
	5.6.6 Design phase (3.00)
	5.6.7 Implementation phase (4.00)
	5.6.8 Verification phase (5.00)
	5.6.9 Release phase (6.00)
	5.6.10 Sustainment, support and servicing phase (7.00)
	Annex A (informative)  XML examples for case studies in 5.2
	Bibliography




